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Report of $729 Million in Improper Electronic Health Record Incentive Payments from 2011 to 2014 Poses Risks for Meaningful Use Program Participants

By Jodi G. Daniel, Laura M. Kidd Cordova, and Harsh P. Parikh

In this article, the authors explain a recent Department of Health and Human Services, Office of the Inspector General, audit report, which estimated that the Centers for Medicare and Medicaid Services improperly paid more than $729 million in electronic health records incentives to professionals during the initial years of the incentives.

The Centers for Medicare and Medicaid Services (“CMS”) has spent billions of dollars to encourage the meaningful use of electronic health records (“EHR”). In a recent audit report, the Department of Health and Human Services (“HHS”), Office of the Inspector General (“OIG”) estimated that CMS improperly paid more than $729 million in EHR incentives to professionals during the initial years of the EHR incentive. These findings highlight a potential area for significant overpayment recovery actions that could pose certain risks for recipients of incentive payments.

Although the estimate is based only on a sample of 100 professionals, the OIG has recommended that CMS should attempt recovery of the inappropriate payments. The report signals an increased focus by the government on the EHR incentive programs, which could impact participants of the EHR programs. In light of potential risks identified by the OIG report, vendors and professionals that participate in the Medicare and Medicaid EHR incentive programs (Meaningful Use Program) should confirm their compliance with federal rules and regulations.

* Jodi G. Daniel, a partner at Crowell & Moring LLP and a member of the firm’s Health Care Group, leads the firm’s Digital Health Practice and provides advice to clients on the legal and regulatory environments related to technology in the health care sector to help them achieve their business goals. Laura M. Kidd Cordova, a partner in the firm’s White Collar & Regulatory Enforcement and Health Care groups, represents clients across the health care industry in internal investigations and government enforcement actions. Harsh P. Parikh, an associate at the firm practicing in the Health Care Group, represents and counsels both payors and providers in a wide range of regulatory, transactional, and litigation matters. The authors may be reached at jdaniel@crowell.com, lcordova@crowell.com, and hparikh@crowell.com, respectively.

1 https://oig.hhs.gov/oas/reports/region5/51400047.asp.
EHR INCENTIVE PAYMENTS AND SPECIFIC OIG FINDINGS ON MEANINGFUL USE ATTESTATIONS

The Meaningful Use Program was established by HHS under the Health Information Technology for Economic and Clinical Health ("HITECH") Act of 2009. The incentive program was intended to ensure that health care providers were adopting and using health information technology ("health IT") to improve treatment decisions and provide more coordinated care. To receive EHR incentive payments in each stage of the Meaningful Use Program, healthcare providers must attest that they used certified EHR technology and satisfied the applicable Meaningful Use objectives and measures using the online EHR Registration and Attestation System.2

The HHS-OIG conducted the audit to review whether CMS’s oversight of the EHR incentive programs was sufficient and whether participating providers met the program requirements. During the May 2011 to June 2014 audit time period, providers were required to attest that they met all “core” measures of the Meaningful Use Program, and met five of the 10 “menu” measures. The OIG Findings pertained to: (a) a “core” measure that required participants to attest that they performed security risk assessment; and (b) two “menu” measures that required providers to attest they generated patient lists for “quality improvement, reduction of disparities, research, or outreach” and collected certain encounter data. The regulations also require participants to base their attestations on full-years’ worth of encounter data in their second year of participation. To be eligible, professionals must also have 50 percent of their patient encounters at locations with EHR technology.

OIG’s estimate of $729 million in improper payments was based on a finding of 14 percent error rate in a sample of 100 eligible professionals during the 2011 to June 2014 time period. The OIG determined that 12 of the 14 professionals could not provide documentation to support their attestation that: (a) they conducted or reviewed a security risk analysis as required by a “core” measure, or (b) generated required patient lists or provided patient encounter data required by certain “menu” measures. The OIG also found that one provider reported on an incorrect Meaningful Use time period, and another provider insufficiently used locations with certified EHR technology. The OIG attributes the significant amount of improper payments to CMS’s limited documentation reviews of EHR participants that has left the EHR incentive payment programs “vulnerable to abuse and misuse of Federal funds.”2

---

IMPLICATIONS FOR EHR INCENTIVE PARTICIPANTS

The OIG audit demonstrates an increased focus by the government on the EHR incentive payments. The report comes only weeks after the Department of Justice’s False Claims Act (“FCA”) settlement with one of the largest vendors of EHR technology. The report indicates that although CMS has implemented “targeted risk-based audits” to strengthen program integrity, CMS did not accept the OIG’s recommendation to attempt the recovery of $729 million overpayments.

Nonetheless, EHR incentive program participants are on notice of potential shortcomings in CMS oversight of the Meaningful Use Program. Recipients of EHR payments may have exposure under the FCA’s theory of false certification if they recklessly disregard or deliberately ignore their non-compliance with the Meaningful Use Program. EHR participants should conduct an EHR program review and assess on-going compliance with federal rules and certification standards to ensure that their attestations are truthful. At minimum, focus of the review should be on the same program measurements that were subject of the OIG audit. For instance, professionals should ensure that they have performed a security risk analysis as required by the “core” measure of the Meaningful Use Program.

EHR program participants should also consider reviewing past attestations to determine whether those submissions were mistaken or false. The Meaningful Use Program requires professionals to retain documentation supporting their demonstration of meaningful use for six years. Whether providers should conduct a retrospective compliance review as a result of the OIG audit will depend on facts and circumstance. EHR program participants should be aware that liability may attach under the “reverse false claim” provision of the FCA for professionals that knowingly avoid repayment of identified overpayments. Obtaining guidance from experienced FCA and health care attorneys on investigating, reporting, and returning potential overpayments under the EHR incentive programs is recommended.