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In 4DD Holdings, LLC v. the United States, No. 
15-945C (Fed. Cl. March 31, 2022), the Court of 
Federal Claims (COFC) decided cross-motions for 
summary judgment on a claim by 4DD Holdings, 
LLC and T4 Data Group, LLC (collectively, 4DD) 
brought pursuant to 28 U.S.C. §1498(b) and alleging 
that the government violated 4DD’s copyright by over-
installing copies of 4DD’s computer program, TETRA, 
in contravention of the parties’ end-user license 
agreement (EULA). The government countered that 
4DD waived the right to further compensation for 
additional copies of TETRA through a release signed 
as part of a modification to the contract, and, alterna-
tively, that the government was entitled to make the 
additional copies of TETRA under copyright law.

The COFC granted 4DD’s motion in part and denied 
the government’s motion in its entirety, finding that 
4DD has a valid copyright in TETRA (which was not 
in dispute); that the EULA prohibited excess copy-
ing; that the EULA’s prohibitions on copying were 
conditions precedent, not covenants (enabling 4DD to 
assert a claim for copyright infringement, instead of 
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a claim for breach of contract); that the government 
is not an owner of a copy of TETRA for purposes of 
17 U.S.C. §117; and, therefore, that the government 
would violate the Copyright Act if it installed more 
copies of TETRA than authorized by the EULA.

The Court found, however, that fact questions 
remain regarding the type and number of copies of 
TETRA the government made. The Court also noted 
the possibility that the government misrepresented 
the extent of its copying of TETRA during modifica-
tion negotiations, potentially rendering the release 
invalid. Unless a settlement is reached, the case 
will proceed on those issues. A prior decision in the 
Federal claims court in the same case granted 4DD’s 
motion for sanctions after finding that the gov-
ernment had engaged in spoliation by destroying 
relevant evidence of over-installation it had a duty 
to preserve with the intent to deprive 4DD of that 
evidence. 4DD Holdings, LLC v. United States, No. 
15-945C (Filed: April 23, 2019) (Re-Filed: May 10, 
2019)1. These decisions illustrate the complicated 
issues that may arise when licensing commercial 
software to the government.

Provisions of the License 
Agreement and Tracking 
Rights

In 2013, seeking to link their individual databases 
of millions of service member healthcare records, 
the Department of Defense and Department of 
Veterans Affairs, sought to develop a program for an 
integrated Electronic Health Record. In a competi-
tion run by prime contractor Systems Made Simple 
(SMS), 4DD offered the TETRA suite of software 
components to enable integration between the two 
agencies’ databases through a contract between the 
government and ImmixTechnology, Inc. (Immix), a 
4DD reseller. 4DD’s EULA was originally incorpo-
rated by reference into the Immix contract, but later 
expressly included via a contract modification. The 
EULA licensed 64 “cores” and 50 seats of TETRA, 
and it contained a number of explicit restrictions 
such as limiting the government’s uses of TETRA, 
limiting the number of copies the government could 
make, and prohibiting any distribution of copies. 
Notably, although the EULA prohibited more than 
one backup copy for the government, 4DD was 
not permitted to track copies that were installed. 
Instead, the parties agreed that the government 
would use a license portal created by 4DD to track 

each download of TETRA. The Court found that 
the government was “clearly aware” of 4DD’s reli-
ance on the portal to track TETRA installations, 
citing an email from the government assuring 4DD 
that it was tracking installations accurately, stating: 
“Thank you, by the way for trusting us!”

During the government’s implementation of 
TETRA, 4DD became aware that the government 
had made a number of unauthorized copies and 
notified SMS, the government contractor oversee-
ing the implementation and configuration of 4DD’s 
TETRA software for the government. The govern-
ment was aware of the over-installation, and the 
parties engaged in a “true up” negotiation to settle 
the issue. In December 2014, the parties agreed that 
168 extra cores had been installed, resulting in a 
modification to the contract and a payment by the 
government of $1.7 million. The modification also 
contained a release of the government’s liability for 
further equitable adjustments. Following the true-
up modification, 4DD initiated an action against 
the government under 28 U.S.C. §1498(b) alleging 
that the government infringed 4DD’s copyright by 
making unauthorized copies of TETRA. Ruling on 
4DD’s motion for sanctions for government spolia-
tion, the Court found that the government deleted 
instances of TETRA during the true-up period with-
out informing 4DD, in addition to deleting hard 
drives and other evidence relevant to the govern-
ment’s use of TETRA.

First, the Court rejected the government’s argu-
ment that the contract’s order of precedence clause 
in FAR 52.212-4 gave the government’s Standard 
Operating Procedures (SOPs), under which it made 
copies of TETRA, priority over the EULA. The Court 
found that the order of precedence only applies in the 
event of inconsistencies in the language of a contract 
and that, because the SOPs did not themselves appear 
in the EULA, there was no conflict to resolve via order 
of precedence.

Second, the Court rejected the government’s argu-
ment that DFARS 252.227-7013, Rights in Technical 
Data-Noncommercial Items, incorporated into a 
Professional Services Agreement (PSA) between the 
parties, permitted the extra copies because -7013 
defines “limited rights” as including the right to 
“reproduce … technical data.” The Court noted that 
the -7013 clause applies to “technical data,” which 
is expressly defined as excluding computer software; 
therefore, even if it had limited rights in technical 
data (such as TETRA’s technical data), the -7013 
clause did not grant the government a right to copy 
the TETRA software. The Court further rejected 



SEPTEMBER 2022 T h e  L i c e n s i n g  J o u r n a l  3

the government’s plea to read into the contract the 
data rights clause at DFARS 252.227-7014, which 
would permit the government to make a minimum 
number of copies required for archive, backup, or 
modification purposes, because the clause does not 
appear anywhere in the PSA and applies only to “non-
commercial computer software,” not to commercial 
computer software such as TETRA.

Third, the Court rejected the government’s argu-
ment that it could make copies of TETRA under 
the Alternate III version of FAR 52.227-14, Rights in 
Data—General, which was incorporated into 4DD’s 
subcontract with SMS. The Court noted that the 
clause clearly stated that the software could not be 
reproduced except as “otherwise expressly stated in 
the contract,” and the subcontract explicitly stated 
that SMS could make only one copy of TETRA “for 
archival purposes.”

Fourth, the government argued that it had an 
implied-in-fact license to make backup copies 
and other copies that were “essential for the use 
of TETRA,” because 4DD and other offerors were 
aware that software was to be used in a develop-
mental environment and should have understood 
that the government would require multiple back-
ups and other essential copies and configura-
tions during its integration. The Court disagreed, 
holding that the existence of an express written 
contract—here, the EULA—precludes a finding of 
an implied-in-fact contract dealing with the same 
subject matter. The Court distinguished the facts in 
this case from those in the Federal Circuit’s deci-
sion in Bitmanagement Software GmBH v. United 
States (see “Stopped in its Tracks: The Government’s 
Failure to Track Software Use Constitutes 
Infringement Under 28 U.S.C. §1498” at https://
www.crowell.com/NewsEvents/AlertsNewsletters). 
Among the differences were that, unlike the parties 
in Bitmanagement (which involved an intermediary 
that could not bind Bitmanagement), 4DD’s autho-
rized reseller, Immix, could bind 4DD, and Immix’s 
contract with the government expressly incorpo-
rated 4DD’s EULA, which placed unambiguous 
limitations on TETRA’s use.

Does the Government “Own” 
Licensed Software?

Finally, the government argued that, under the 
Copyright Act, the government was an “owner” of a 
copy of TETRA and entitled to make the copies as 
backups or as “essential steps” in running the TETRA 
software, as permitted under 17 U.S.C. §117(a). The 
government contended that it was an “owner” of 
TETRA because it purchased a perpetual license and 
because it “had the discretion to use, install, discard, 
or otherwise use” TETRA as it wanted.

The Court disagreed, finding that the EULA spe-
cifically stated that the government had no owner-
ship rights in TETRA. Further, the Court found that 
the EULA “imposed more severe restrictions on [the 
licensee’s] rights with respect to [TETRA] than would 
be imposed on an” owner. For example, the govern-
ment could not “give, permit the use of or distribute 
any copies of [TETRA] to any third party.” The Court 
also noted the fact that TETRA is a commercial-off-
the-shelf solution, which differentiated it from other 
copyright cases where defendants successfully argued 
that they were “owners” of software based on per-
petual licenses to customized software.

Although the Court agreed with 4DD that the 
EULA’s prohibitions on copying constituted condi-
tions precedent, allowing it to bring its copyright 
infringement claim (instead of a breach-of-contract 
claim), the Court concluded that further factual devel-
opment was necessary to determine the actual num-
ber of copies, what they consisted of, and the purposes 
for which they were made. Additionally, because the 
Court concluded there were material facts in dispute 
regarding the parties’ true-up negotiations, including 
whether the government misrepresented the number 
of over-installations to 4DD (which would render the 
earlier release invalid), the Court denied the govern-
ment’s motion with respect to the argument that 4DD 
had released its copyright claim through the true-up 
modification.

This decision underscores the complicated issues 
that may arise when licensing commercial software 
to the government.
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